
Network Intrusion Detection Log
Date/Time Source IP Destination IP Protocol Alert Type Severity Description

2024-06-22 15:45:32 192.168.1.15 10.0.0.2 TCP Port Scan High Multiple connection attempts detected
2024-06-22 15:47:05 203.0.113.45 10.0.0.8 UDP SUSPECTED MALWARE Critical Suspicious payload signature match
2024-06-22 16:01:17 198.51.100.99 10.0.0.12 ICMP Ping Flood Medium Abnormal number of ICMP requests
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